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# Background

This document enumerates security standards for software applications that are either already developed or currently being developed by the HCTM group at Bosch Healthcare. In the first release of this document, the focus is on developing security standards for web applications. In the next version, these security standards will be enhanced to include standards pertaining to embedded systems security.

These security standards are sourced from various community sources (such as OWASP, WASC), Cigital’s expertise, and informed by Bosch’s security context – including the types of applications issues Cigital has repeatedly encountered while assessing HCTM applications.

Whereas each HCTM application (or release) may or may not have its own set of security requirements, the security standards in this document are mandatory and will act as the default security requirements for all HCTM applications and their releases. All HCTM applications are expected to comply with these security standards and exceptions should be filed when it is not feasible for technical or business reasons.

# Document Structure

The security standards are categorized by security concerns such as authentication, authorization, and session management.

Most terms used in this document are well-known to a security practitioner, however, a comprehensive glossary is provided at the end to help with a common understanding of the security related terms used in this document.

# Security Standards

This section lists the security standards. Each security standard contains the following descriptive elements:

* **Description**: lists the security standard itself.
* **External references**: provides references to external sources that describe the security standard in more detail.

## Authentication

Authentication is the process of determining whether someone or something is, in fact, who or what it is claiming to be. Authentication is a security control and allows an application to identify a user who is trying to access the application’s functionality. Authentication should be required before accessing important system functionality, data, and resources.

Currently, the most commonly used method to authenticate a user to a system consists of using a shared secret, such as a password. A user presents a user ID or a username and then provides a secret value, the password that only the user (and the system to which the user is authenticating) knows. The major threats to knowledge-based authentication are that passwords can be guessed, sniffed from the wire, captured and re-used, or stolen from a compromised machine (e.g. an application database that stores the password). Therefore, the authentication scheme not only relies on the protection of the systems and network handling the secrets, but also on the strength of the secrets itself: how difficult the password is to guess. Strong secrets are required to protect user accounts from various types of brute force attacks – where an attacker can simply run through all possible passwords to find a correct one.

The following authentication security standards protect against common threats:

1. Authentication controls shall be enforced on the server side.  
   **More Information**: *https://www.owasp.org/index.php/Authentication\_Cheat\_Sheet*
2. All resources shall require authentication before access except those specifically intended to be public.  
   **More Information**: *https://www.owasp.org/index.php/Authentication\_Cheat\_Sheet*
3. Applications shall respond with a generic error message when the user enters a wrong username/password combination. The error message shall not provide an indication of the status of an account. An example is: ‘*Login Failed: Invalid username or password.*’  
   **More Information**: *https://www.owasp.org/index.php/Authentication\_Cheat\_Sheet*
4. Account lockout mechanisms shall be implemented. These should lock out an account if more than a number of unsuccessful login attempts, typically three, have been made.  
   **More Information**: *https://www.owasp.org/index.php/Authentication\_Cheat\_Sheet*
5. Account unlock mechanisms shall be employed. These should unlock an account after it has been locked. The exact mechanism depends on the business needs of the application, but commonly used methods include the following:
   1. The accounts can unlock automatically after a predefined period of time – e.g. 20 minutes.
   2. A call must be made before an administrative employee unlocks the account.

**More Information**: *https://www.owasp.org/index.php/Authentication\_Cheat\_Sheet*

1. Identity information handled by the application(s) (including passwords, credentials, and session ids) shall only traverse encrypted links, i.e. TLS v1.1or TLS v1.2 with
   1. a cipher length of at least 128 bit,
   2. disabled TLS compression,
   3. disabled client-side renegotiation, and
   4. a certificate per host.

**More Information:** *https://www.owasp.org/index.php/Transport\_Layer\_Protection\_Cheat\_Sheet*

1. Account passwords shall be stored in protected form at the server-side:   
   [protected form] = [salt] + hash([hash func], [salt] + [password]);   
   The protected form consists of a salt and a salted hash of the password. A salt is a cryptographically secure random value of at least 32 bits. The password (or password phrase) should be appended to the salt. This combination should be used as input to a hash function. The salt shall be unique to each password.  
   **More Information:**[*https://www.owasp.org/index.php/Password\_Storage\_Cheat\_Sheet*](https://www.owasp.org/index.php/Password_Storage_Cheat_Sheet)
2. Account passwords shall never be stored at the client-side in insecure storage such as cookies. If an application requires storing credentials client-side then the application shall use secure storage offered by the operating system.  
   **More Information:**[*https://www.owasp.org/index.php/Password\_Storage\_Cheat\_Sheet*](https://www.owasp.org/index.php/Password_Storage_Cheat_Sheet)
3. Shared secrets (such as passwords) used in direct authentication shall have sufficient entropy (at least 80 bits).  
   **More Information:**[*http://en.wikipedia.org/wiki/Kolmogorov\_complexity*](http://en.wikipedia.org/wiki/Kolmogorov_complexity)
4. The system shall enable users to use complex passwords or passphrases: These passwords shall be between 8 and 128 or more characters. The passwords shall contain characters from three of the following five categories:
   1. Uppercase letters (A-Z),
   2. Lowercase letters (a-z),
   3. Numbers (0-9),
   4. Non-alphanumeric characters ~!@#$%^&\*\_-+=’`<>,.?/|\{}[]():;
   5. Any Unicode character that is categorized as an alphabetic character but is not uppercase or lowercase. This includes Unicode characters from Asian languages.

**More Information**: *http://technet.microsoft.com/en-us/library/cc786468(v=ws.10).aspx*

1. The system shall protect against the use of commonly chosen passwords by verifying the chosen passwords against (password) dictionary lists.   
   **More Information**: *https://owasp.org/index.php/Password\_length\_%26\_complexity*
2. All authentication decisions shall be logged. The logs shall contain the time of the authentication, the time of logging, user ID, whether authentication succeeded, and a description. **More Information**: *https://www.owasp.org/index.php/Logging\_Cheat\_Sheet*
3. All authentication credentials for accessing services external to the application shall be encrypted and stored in a protected location (not in source code), typically configuration files that contain the encrypted shared secret. Access to the configuration files and encryption keys shall be controlled by operating system access. Keys may be stored by a (dedicated) hardware security module.  
   **More Information**: *https://www.owasp.org/index.php/Authentication\_Cheat\_Sheet* and *https://www.owasp.org/index.php/Key\_Management\_Cheat\_Sheet  
   http://en.wikipedia.org/wiki/Hardware\_security\_module*
4. The *‘forgot password*’ functionality shall send a link including a time-limited activation token rather than the password itself. For applications with a critical risk (as defined in the risk rating document), additional authentication using a second factor (e.g. something the user has such as SMS token or hardware token) shall be required before the link is sent.  
   **More Information:** *https://fishnetsecurity.com/6labs/resource-library/white-paper/best-practices-secure-forgot-password-feature*
5. Users shall be required to re-authenticate to the web application before executing any sensitive transaction. Sensitive transactions are transactions that either directly manipulate sensitive data or accesses sensitive business functionality. Examples of sensitive transactions are password changes, viewing patient data, permission changes, or changes to user roles (see glossary for a more elaborate definition).  
   **More Information**: [*https://www.owasp.org/index.php/Authentication\_Cheat\_Sheet*](https://www.owasp.org/index.php/Authentication_Cheat_Sheet)
6. If the application supports account deletion, then the application shall prohibit users from creating accounts with user IDs of deleted accounts.  
   **More Information**: [*https://www.owasp.org/index.php/Authentication\_Cheat\_Sheet*](https://www.owasp.org/index.php/Authentication_Cheat_Sheet)

## Session Management

Web applications use the HTTP protocol for transporting requests and responses. The HTTP protocol is stateless, which means that each HTTP request and response carries with it no context regarding previous requests. Consequently, web applications require the ability on part of the web application to retain state (such as user identity) across user interactions. A session is a sequence of request and response transactions.

There are many methods of managing state within a session; some are more secure than the others. One could store state in a hidden HTML field (e.g. VIEWSTATE in .NET applications) or one could store the state at the server and pass its handle (commonly referred to as the Web Session ID or simply Session ID) in request/responses. The latter is the best practice for most web applications. In order to keep the state and track the users progress within the web application, applications provide users with a session ID that is assigned at session creation time (i.e. during authentication), and is shared and exchanged between the user and the web application for the duration of the session (it is sent on every request). The ‘*state*’ is stored server-side and the session ID is used to access the state.

If an attacker can get access to a session ID, an attacker can bypass authentication controls and still spoof the user during the session.

The major threats to session management are that session IDs can be guessed, sniffed from the wire, captured and re-used, or stolen from a compromised machine. Therefore, session management not only relies on the protection of the systems and network handling the session IDs, but also on the strength of these IDs; i.e. the difficulty of guessing the session IDs.

The session ID must have various properties in order to be secure, as described by the following security standards.

1. The session IDs shall be at least 128 bits and random (64 bits of entropy). The session IDs shall be created through the usage of cryptographically secure random number generation functions. These IDs shall be regenerated during login and re-authentication.  
   **More Information**: *https://www.owasp.org/index.php/Insufficient\_Session-ID\_Length* and *https://www.owasp.org/index.php/Session\_Management\_Cheat\_Sheet*
2. Sessions (including session data) shall be invalidated when a user logs out, or after a specified period of inactivity, typically after 15 to 60 minutes, depending on the application business context.  
   The session timeout management and expiration shall be enforced on the server-side.  
   After invalidating the session, the user must be forced to (re)authenticate to the web application and establish a new session.  
   **More Information**: *https://www.owasp.org/index.php/Session\_Management\_Cheat\_Sheet*
3. Session IDs shall be renewed or regenerated by the web application after any privilege level change within the associated user session. An example is the authentication process, where the privilege level of the user changes from the unauthenticated (or anonymous) state to the authenticated state. Other scenarios that should be considered, are password changes, permission changes, or switching from a regular user role to an administrator role within the web application. For all these web application critical pages, previous session IDs have to be ignored, a new session ID must be assigned to every new request received for the critical resource, and the old or previous session ID must be destroyed.  
   **More Information**: *https://www.owasp.org/index.php/Session\_Management\_Cheat\_Sheet*
4. Identity information (including session IDs and credentials) shall never be disclosed; particularly in URLs, HTML-bodies, error messages, or logs.  
   **More Information**: *https://www.owasp.org/index.php/Session\_Management\_Cheat\_Sheet*
5. Cookies containing authenticated session tokens shall be only sent to a restricted number of paths on the origin server. This can be achieved by setting the *Domain* and the *Path* attributes. The ‘*Domain*’ attribute should not be set (restricting the cookie just to the origin server) and the ‘*Path*’ attribute should be set as restrictive as possible to the web application path that makes use of the session ID. This ensures that webpages outside that path are not able to use the cookie.  
   **More Information**: *https://www.owasp.org/index.php/Session\_Management\_Cheat\_Sheet*
6. Cookies containing authenticated session tokens shall only be communicated on a secure channel, such as SSL. This can be achieved by setting the ‘*Secure’* property.  
   **More Information**: *https://www.owasp.org/index.php/Session\_Management\_Cheat\_Sheet*
7. Cookies containing authenticated session tokens shall not be accessible by JavaScript. This can be achieved by setting the ‘*HttpOnly*’ property.  
   **More Information**: *https://www.owasp.org/index.php/Session\_Management\_Cheat\_Sheet*
8. Cookies containing authenticated session tokens shall not be persisted by setting the properties ‘*Max-Age’* and ‘*Expire’*.  
   **More Information**: *https://www.owasp.org/index.php/Session\_Management\_Cheat\_Sheet*
9. Session IDs shall only be a cryptographically random ID (or a random token) and never include sensitive information or Personal Identifiable Information. The meaning and business or application logic associated to the session ID must be stored on the server-side, and specifically, in session objects or in a session management database or repository. The stored information can include the client IP address, User-Agent, e-mail, username, user ID, role, privilege level, access rights, language preferences, account ID, current state, last login, session timeouts, and other internal session details.  
   **More Information**: *https://www.owasp.org/index.php/Session\_Management\_Cheat\_Sheet*

## Access Control

Authorization is the process of verifying that an authenticated user has sufficient privileges to access resources controlled by the system. It should be noted that authorization is not equivalent to authentication - as these terms and their definitions are frequently confused.

In any access-control model, the entities that request access to resources are called subjects, while the entities representing resources to which access may need to be controlled are called objects.

Acommon access control model is **Role Based Access Control.** This model assigns users to roles based on their organizational functions and determines authorization based on those roles.[[1]](#footnote-1)

Common issues for access control include:

* Applications do not consistently perform access control checks on the server-side for all functionality.
* Applications accidentally expose internal resources or directories.

The following access control security standards protect against common vulnerabilities and flaws:

1. The access control rules implied by the presentation layer (client-side) shall be enforced on the server-side.  
   **More Information**: *https://www.owasp.org/index.php/Access\_Control\_Cheat\_Sheet*
2. Access control shall be enforced on the server-side for all resources (functions, services, data files, and other URLs). Examples include data describing which role has access to what resources (including roles); and data attributes of resources; i.e. metadata such as read-only or its creation time.  
   **More Information**: *https://www.owasp.org/index.php/Access\_Control\_Cheat\_Sheet*
3. Directory browsing shall be disabled unless deliberately required.  
   **More Information**: *https://www.owasp.org/index.php/OWASP\_Periodic\_Table\_of\_Vulnerabilities\_-\_Directory\_Indexing*
4. The application shall generate strong random anti-CSRF tokens unique to the transaction as part of any transaction that modifies the application’s data or internal state. This token shall be part of the form (as a hidden field) and not be stored in the cookie. The application shall verify the presence of this token with the proper value for the current user when processing these requests. If the tokens match, the request can be processed; otherwise, the application shall issue an error indicating the request is invalid. The tokens shall have sufficient entropy (same as session ID).   
   **More Information**: *https://www.owasp.org/index.php/Cross-Site\_Request\_Forgery\_(CSRF)\_Prevention\_Cheat\_Sheet*
5. All access control decisions (including failed decisions) shall be logged. Logs shall contain time of check, time of logging, user ID wanting to access the resource, resource being accessed, whether access was granted, the source IP address, and a description.  
   **More Information**: *https://www.owasp.org/index.php/Logging\_Cheat\_Sheet*
6. An application shall not provide direct access to internal implementation objects based on user-supplied input, but rather verify whether the user should have access to the requested internal object.  
   **More Information**: *https://www.owasp.org/index.php/Testing\_for\_Insecure\_Direct\_Object\_References\_(OTG-AUTHZ-004)*

## Input Handling

Software systems and components commonly make assumptions about data they operate on. It is important to explicitly ensure that these assumptions hold: vulnerabilities frequently arise from implicit assumptions about data, which can be exploited if an attacker can subvert and invalidate them.

As such, it is important to design software systems to ensure that comprehensive data validation actually takes place and that all assumptions about data have been validated when they are used. Such data validation is usually called input validation.

The two main approaches for input validation are whitelisting and blacklisting. A whitelist approach defines what data should be accepted by the application for a given input point. In other words, it defines a set of “*known good inputs*”. The blacklist approach will attempt to do the opposite by defining a set of “*known bad inputs*”. Whitelisting shall be used, as it is considered good security practice. Blacklisting may be used as a fallback approach if whitelisting is not technically feasible.

The following input handling security standards protect against common vulnerabilities and flaws:

1. All input validation or encoding routines shall be performed on the server side. Preferably framework features shall be used when possible. Input validation can also be performed client-side for usability reasons., A separate input validation control shall be used by the application for each type of data that is accepted. **More Information**: *https://www.owasp.org/index.php/Input\_Validation\_Cheat\_Sheet*
2. Input validation shall not only be executed close to the entry point (e.g. web service, web page), but also across each trust boundary. When data crosses a trust boundary, its trust level should go to zero and the data must be revalidated.  
   **More Information**:[*https://www.owasp.org/index.php/Input\_Validation\_Cheat\_Sheet*](https://www.owasp.org/index.php/Input_Validation_Cheat_Sheet)and *http://cybersecurity.ieee.org/center-for-secure-design/define-an-approach-that-ensures-all-data-are-explicitly-validated.html*
3. All user-controlled data (parameters, cookies, file names and path data) obtained from untrusted sources shall be canonicalized, input validated, and output encoded. Additionally, there shall be an upper bound on the data size of each data item.  
   **More Information**:   
   *http://cybersecurity.ieee.org/center-for-secure-design/define-an-approach-that-ensures-all-data-are-explicitly-validated.html* *https://www.owasp.org/index.php/XSS\_(Cross\_Site\_Scripting)\_Prevention\_Cheat\_Sheet#Output\_Encoding\_Rules\_Summary*
4. Input validation failures shall result in input rejection. For instance, an application that receives an input string that is invalid shall reject that input and return a user-understandable error message.  
   **More Information**: *http://cybersecurity.ieee.org/center-for-secure-design/define-an-approach-that-ensures-all-data-are-explicitly-validated.html*
5. The application shall use (framework) controls to avoid injection vulnerabilities, such as SQL injection, LDAP injection, Cross-site scripting, XML injection, or OS command injection.  
   **More Information**: *https://www.owasp.org/index.php/SQL\_Injection\_Prevention\_Cheat\_Sheet  
   https://www.owasp.org/index.php/Injection\_Prevention\_Cheat\_Sheet*
6. All untrusted data that is output to the user (e.g. HTML including HTML elements, HTML attributes, JavaScript data values, CSS blocks, and URI attributes) shall be properly escaped/encoded for the applicable context. For instance, the system shall use HTML Entity encoding for HTML, HTML Attribute Encoding for HTML attributes, URL encoding for URLs, JavaScript encoding for JavaScript, and CSS Hex Encoding for CSS-files.  
   **More Information**: *https://www.owasp.org/index.php/XSS\_(Cross\_Site\_Scripting)\_Prevention\_Cheat\_Sheet#Output\_Encoding\_Rules\_Summary*
7. Input validation failures shall be logged. The log shall contain the time of validation, the time of logging, the username, the input data, a description, and the source IP address. The input data itself shall only be logged after output encoding.  
   **More Information**: *https://www.owasp.org/index.php/Logging\_Cheat\_Sheet* and *http://cybersecurity.ieee.org/center-for-secure-design/define-an-approach-that-ensures-all-data-are-explicitly-validated.html*
8. Input handling libraries shall be configured to use secure-defaults, e.g. XML parsing libraries shall be configured to not expand external entities.  
   **More Information**: *https://www.owasp.org/index.php/XML\_External\_Entity\_(XXE)\_Processing*
9. The application shall use implementation-language-level types when available to capture assumptions of data validity. For example, an application that receives as an input a date and time in string representation should validate that this input indeed consists of a well-formed string representation of a date and time (e.g., in ISO 8601 format). It is desirable to implement validation by parsing the input into a typed representation (such as a "*date and time*" type provided in many programming language's standard libraries), and to use that typed representation (and not the original input string) throughout the program.  
   **More Information**: *http://cybersecurity.ieee.org/center-for-secure-design/define-an-approach-that-ensures-all-data-are-explicitly-validated.html*

## Error Handling and Logging

Applications should strive to handle 100% of the errors thrown within an application for three reasons:

* Motivated attackers can use information in error messages to execute targeted attacks.
* Error messages may leak privacy related information.
* An attacker may be able to exploit an application that is in an unknown state to access unauthorized functionality, or to create, modify, or destroy data.

Applications use a logging mechanism for debugging, forensic evidence in case of a breach, and attack detection amongst others. Logs can contain different kinds of data. The selection of the data used is normally affected by the motivation leading to the logging. In general, the logging features include appropriate debugging information such as when, where, who, and what. The properties of these depend on the class of application, but often include the following:

When:

* Log date and time
* Event data and time
* Interaction identifier

Where:

* Application identifier
* Application address
* Service
* URL
* Code location

Who:

* User identity (e.g. user id)
* Source address

What:

* Type of event
* Severity of event
* Security relevant
* Description

The following logging security standards need to be followed:

1. The application shall maintain a separate security log in which security related events shall be logged.  
   **More Information**: *https://www.owasp.org/index.php/Logging\_Cheat\_Sheet*
2. The application shall not display to users error messages or stack traces containing sensitive data that could assist an attacker, including session ID, passwords, and personal identifiable information (PII). Sensitive data is defined in the risk-rating document.  
   **More Information**: *https://www.owasp.org/index.php/Logging\_Cheat\_Sheet*
3. All logging controls shall be implemented on the server. Logging shall be performed before and after executing sensitive transactions (see glossary). Examples of sensitive transactions include payment transactions, transactions that manage user provisioning, and transactions that manage health programs. If logging fails, the transaction fails.  
   **More Information**: *https://www.owasp.org/index.php/Logging\_Cheat\_Sheet*
4. Each security log event shall include: a timestamp, severity level of the event, an indication that this is a security relevant event (if mixed with other logs), the identity of the user that caused the event (if there is a user associated with the event), the source IP address of the request associated with the event, whether the event succeeded or failed, and a description of the event.  
   **More Information**: *https://www.owasp.org/index.php/Logging\_Cheat\_Sheet*
5. A security log analysis tool shall be implemented. This tool shall allow the analyst to search for log events based on combinations of search criteria across all fields in the log record format supported by the system.  
   **More Information**: *https://www.owasp.org/index.php/Logging\_Cheat\_Sheet*
6. Logs shall be collected by a single centralized application-level logging component as centralized logging protects the integrity, availability, and confidentiality of application event and audit logs. Moreover, centralized logging improves time-to-recover in the case of an outage or security incident. For this reason, many security operations standards such as PCI DSS, the Center for Internet Security's system configuration benchmarks, and many SANS institute guides require it for compliance purposes.  
   **More Information**: *https://www.owasp.org/index.php/Logging\_Cheat\_Sheet*
7. All non-printable symbols and field separators shall be output encoded to the appropriate context (i.e. depending on the log format).  
   **More Information**: *https://www.owasp.org/index.php/Logging\_Cheat\_Sheet  
   https://www.owasp.org/index.php/Log\_injection*

## Cryptography and Data Protection

This section focuses on protection of stored data by cryptographic techniques. It is meant for developers and architects who are using cryptographic solutions and will not focus on the design of cryptographic algorithms.

The data handled by the web application must be protected when stored both at the client side as well as at the server side. Protecting stored data – also called data at rest – and protecting data over a communication channel – also called data in transit - are done by applying cryptographic algorithms. Section 3.8 enumerates security standards for data in transit.

Cryptographic algorithms can provide one or more of the following four services. For protection of stored data, one typically uses integrity and confidentiality.

* **Authentication**: establishes the identity of a remote user or an entity. A typical example is the SSL certificate of a web server providing proof to the user that he or she is connected to the correct server.
* **Non-Repudiation**: proves that a unique user has made a transaction request. It must not be possible for the user to refute his or her actions.
* **Confidentiality:** keeps information private. Whether it is passwords sent during a log on process, or storing confidential medical records in a database, encryption can assure that only users who have access to the appropriate key will get access to the data.
* **Integrity:** ensures that data is not viewed or altered during storage or transmission.

Cryptographic techniques are symmetric cryptography, asymmetric cryptography, hashes, message authentication code, digital signatures, and key exchange algorithms.

* **Symmetric Cryptography:** in a symmetric cryptosystem,the involved parties share a common secret (password, pass phrase, or key). Data is encrypted and decrypted using the same key. Common examples of symmetric algorithms are 3DES and AES.
* **Asymmetric Cryptography**: Asymmetric algorithms use two keys, one to encrypt the data, and either key to decrypt. These inter-dependent keys are generated together. One is labeled the Public key and is distributed freely. The other is labeled the Private Key and must be kept secret. Example algorithms include RSA.
* **Hash Functions:** take some data of an arbitrary length and generate a fixed-length hash based on this input. Hash functions used in cryptography have the property that it is easy to calculate the hash, but computationally infeasible to re-generate the original input if only the hash value is known. Common example of hash functions are SHA-256.
* **Key Exchange Algorithms:** enables a party to safely exchange encryption keys with an unknown party.
* **Message authentication Codes (MAC):** MAC algorithms are used to authenticate a message exchanged between two entities. HMAC or CMAC are common examples of MAC algorithms.
* **Digital Signatures:** Just like the MAC algorithms, the digital signatures are used to authenticate messages exchanged between two entities. The additional protection provided by the digital signature algorithms is the non-repudiation.

For data at rest, one typically uses symmetric cryptography and hash functions. For data in transit, one typically uses a secure communication protocol, such as TLS, that combines many of the above cryptographic techniques (see Section 3.8). This section enumerates security standards for data at rest, while section 3.8 enumerates standards for data in transit.

The following cryptography security standards need to be understood and followed when using cryptography to protect data at rest:

1. All cryptographic functions used to protect server-side application secrets from the user shall be implemented server side, preferably by a central component.  
   **More Information**: *https://www.owasp.org/index.php/Cryptographic\_Storage\_Cheat\_Sheet*
2. The system shall use cryptographic libraries to perform cryptographic operations. For systems/products that are to be used by US government agencies, the system shall use a cryptographic library implementation that is FIPS 140-2 certified.  
   **More Information**: *https://www.owasp.org/index.php/Cryptographic\_Storage\_Cheat\_Sheet*
3. Cryptographic keys shall not be hardcoded in the source code, but stored in a protected location, typically configuration files containing the encrypted shared secret. Access to the configuration files and encryption keys shall be controlled by operating system access controls.  
   **More Information**: *https://www.owasp.org/index.php/Cryptographic\_Storage\_Cheat\_Sheet*
4. All random numbers, random file names, random GUIDs, and random strings shall be generated using the cryptographically secure random number generation algorithms.  
   **More Information**: *https://www.owasp.org/index.php/Cryptographic\_Storage\_Cheat\_Sheet*
5. The system shall allow for cryptographic algorithm adaption and evolution. As weaknesses are discovered in cryptographic algorithms over time, the system shall support the ability to change the algorithm parameters such as the key, the key length or the ability to swap old (insecure) algorithms with different (more secure) algorithms.   
   **More Information**: *https://www.owasp.org/index.php/Cryptographic\_Storage\_Cheat\_Sheet*
6. All cached or temporary copies of sensitive data stored on the server shall be protected from unauthorized access or purged/invalidated after the authorized user accesses the sensitive data. Protection means that the sensitive data is encrypted and integrity protected. The keys shall not be stored together with the data. Operating system controls shall be enforced for access to the key data. Additionally, PCI DSS requirements shall be followed if the data is credit card-data.  
   **More Information**: *https://www.owasp.org/index.php/Cryptographic\_Storage\_Cheat\_Sheet*
7. All cached or temporary copies of sensitive data sent to the client shall be protected from unauthorized access or purged/invalidated after the authorized user accesses the sensitive data: the proper ‘*no-cache*’ and ‘*no-store*’ Cache-Control headers should be set and all forms that contain sensitive information such as passwords shall have autocomplete disabled.  
   **More information**: *https://www.owasp.org/index.php/OWASP\_Application\_Security\_FAQ#What.27s\_the\_difference\_between\_the\_cache-control\_directives:\_no-cache.2C\_and\_no-store.3F*
8. If the system requires hash functions, then it shall be one of the following: SHA-256, SHA-384, SHA-512, or RIPEMD-160.  
   **More Information**: *https://www.ethical-hacking.de/pdf/Crypto\_Cheat\_Sheet-Best\_Practices-en.pdf*
9. If the system requires MAC methods, then it shall be one of the following: HMAC-SHA-256, HMAC-SHA-384, HMAC-SHA-512, MAC-3DES-CBC, or AES-CMAC-256. Each MAC function uses a shared secret. The secret should be generated using cryptographically secure random numbers generation algorithms.  
   **More Information**: *https://www.ethical-hacking.de/pdf/Crypto\_Cheat\_Sheet-Best\_Practices-en.pdf*
10. If the system requires symmetric key algorithms, then it shall be one of the following: AES -128, AES-192, AES-256. The initialization vector shall be a secure cryptographically random number and shall not be reused. These initialization vectors do not need to be secret, but the application may limit their exposure to the encrypting and decrypting instances. The application preferably uses CBC mode and PKCS #7 padding. Care must be taken that both the sender and the recipient use the same character encoding (e.g. UTF-8).  
    **More Information**: *https://www.ethical-hacking.de/pdf/Crypto\_Cheat\_Sheet-Best\_Practices-en.pdf*
11. When CBC mode of encryption is used, the system shall not output any padding errors (this is the root cause of padding oracle attack on the CBC mode of encryption).
12. If the system requires asymmetric key algorithms, then it shall be one of the following: RSA with key size of at least 2048 bit. Note that asymmetric encryption should not be used to encrypt large blocks of data. It is better to encrypt the data with a symmetric key and then encrypt the symmetric key with asymmetric encryption.  
    **More Information**: *https://www.ethical-hacking.de/pdf/Crypto\_Cheat\_Sheet-Best\_Practices-en.pdf*
13. If the system requires secure signature algorithms, then it shall be one of the following: RSA with at least 2048 bit key size, DSA-1024, ECDSA-256, ECDSA-384, or ECDSA-512.   
    **More Information**: *https://www.ethical-hacking.de/pdf/Crypto\_Cheat\_Sheet-Best\_Practices-en.pdf*
14. If the system requires a key-exchange algorithm, then it shall be Diffie-Hellman.   
    **More Information**: *https://www.ethical-hacking.de/pdf/Crypto\_Cheat\_Sheet-Best\_Practices-en.pdf*

## Secure Communication

Sensitive data should be protected when it is communicated between two entities over a network. Communication between two parties is considered secure when the communication

* Cannot be sniffed, captured, and/or intercepted,
* Cannot be tampered in transit,
* Cannot be replayed,
* Originator can be ascertained or authenticated.

There exist two major options to protect data in transit, namely SSL/TLS and Virtual Private Networks. An architect selects an option based on the business needs of a particular organization. For example, a VPN connection may be the best design for a partnership between two companies that includes mutual access to a shared server over a variety of protocols. Conversely, an Internet facing enterprise web application would likely be best served by a SSL/TLS model.

This section focuses on the usage of SSL/TLS, as this option is frequently used for publically accessible web applications.

The following standards for secure communication need to be understood and followed:

1. TLS shall be used for all connections (including both external and backend connections) that are authenticated or that involve sensitive data or functions (as defined by the risk-rating document). TLS v1.1or TLS v1.2 shall be used with
   1. a cipher of at least 128 bit,
   2. disabled TLS compression,
   3. disabled client-side renegotiation,
   4. a certificate per host.

**More Information***: https://www.owasp.org/index.php/Transport\_Layer\_Protection\_Cheat\_Sheet  
https://www.owasp.org/index.php/User\_Privacy\_Protection\_Cheat\_Sheet*

1. It is important that a path is built from a trusted CA to each TLS server certificate, and that each server certificate shall be valid.  
   **More Information**: *https://www.owasp.org/index.php/Transport\_Layer\_Protection\_Cheat\_Sheet  
   https://www.owasp.org/index.php/User\_Privacy\_Protection\_Cheat\_Sheet*
2. Backend TLS connection failures shall be logged. Logs shall contain time of failure, time of logging, host wanting to access the server, server being accessed, the reason of failure, and a description.  
   **More Information**: *https://www.owasp.org/index.php/Logging\_Cheat\_Sheet  
   https://www.owasp.org/index.php/User\_Privacy\_Protection\_Cheat\_Sheet*
3. All sensitive data shall be sent to the server in the HTTP message body (not parameters). The meaning of sensitive data is application-specific and determined by the risk rating document.  
   **More Information**: *https://www.owasp.org/index.php/User\_Privacy\_Protection\_Cheat\_Sheet*

## HTTP Security

HTTP (Hypertext Transfer Protocol) is a protocol used by various web applications. The protocol works as follows. An HTTP client sends a request message to an HTTP server. The server, in turn, returns a response message. Messages typically have a message header and an optional message body.

The request message header consists of a request line and optional request headers. The request line defines the request method name, such as GET, POST, HEAD followed by the URI that specifies the request resource, and the HTTP version.
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The response message header consists of a status line followed by optional response headers. The status line contains the HTTP version, the status code, and a short explanation of the status code. The response headers are in the form of key value pairs.

![http://www.ntu.edu.sg/home/ehchua/programming/webprogramming/images/HTTP_ResponseMessageExample.png](data:image/png;base64,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)

Several intermediate components such as a web application firewall may add request headers to the request before it reaches the web server.

Typical issues with respect to the usage of the HTTP protocol include:

* Disclosure of sensitive information in the headers
* Spoofing of headers added by front-end components such as web application firewalls
* Accepting request headers and request bodies without proper validation

The following HTTP security standards need to be understood and followed in order to protect against the common issues:

1. The application shall only accept a defined set of HTTP request methods, such as GET and POST and unused methods are explicitly blocked.  
   **More Information**: *https://www.owasp.org/index.php/Testing\_for\_HTTP\_Methods\_and\_XST\_%28OWASP-CM-008%29#Arbitrary\_HTTP\_Methods*
2. Every HTTP response shall contain a content type header specifying a safe character set (e.g., UTF-8) of the response body.   
   **More Information**: *https://www.owasp.org/index.php/OWASP\_Testing\_Guide\_Appendix\_D:\_Encoded\_Injection#Output\_Encoding\_.E2.80.93\_Server\_.26\_Browser\_Consensus*
3. HTTP headers added by an application frontend such as an intercepting proxy or a web application firewall, and used by the (web) application, shall not be able to be spoofed by the end user; i.e. the frontend shall remove any such headers originating from the user before re-adding them.
4. The HTTP header, ‘*X-Frame-Options*’ shall be used for sites where content should not be viewed in a 3rd-party X-Frame. The system shall preferably use ‘*DENY*’, but a common middle ground is to send ‘*SAMEORIGIN*’, meaning only websites of the same origin, i.e. the current site, may frame it.  
   **More Information**: *https://www.owasp.org/index.php/List\_of\_useful\_HTTP\_headers  
   https://www.owasp.org/index.php/Clickjacking\_Defense\_Cheat\_Sheet*
5. HTTP headers shall not expose detailed version information of system components. Examples include the name and version number of the server software or the application framework.  
   **More Information**: *http://www.ipponusa.com/owasp-top-10-a5/*

## Operational Security

IT security covers all the processes and mechanisms by which computer-based equipment, information and services are protected from unintended or unauthorized access, change or destruction. IT security is paramount for application security as secure applications will not be secure if they are running in an insecure environment. The rest of this section elaborates on some security standards that are critical for credentials and log files. However, this section is not meant to be exhaustive.

1. Access to server application code, configuration files and encryption keys shall be controlled by operating system access controls and access shall be monitored. Keys may be stored by a (dedicated) hardware security module.  
   **More Information**: *https://www.owasp.org/index.php/Authentication\_Cheat\_Sheet* and *https://www.owasp.org/index.php/Key\_Management\_Cheat\_Sheet  
   http://en.wikipedia.org/wiki/Hardware\_security\_module*
2. Secure Log files should be in append-only mode  
   **More Information**: *https://www.owasp.org/index.php/Logging\_Cheat\_Sheet*
3. Copies of log files should be made at regular intervals depending on volume and size (daily, weekly, monthly, etc.). A common naming convention should be adopted with regards to logs, making them easier to index.  
   **More Information**: *https://www.owasp.org/index.php/Logging\_Cheat\_Sheet*
4. Log files should be copied and moved to permanent storage and incorporated into the organization's overall backup strategy.  
   **More Information**: *https://www.owasp.org/index.php/Logging\_Cheat\_Sheet*
5. Log files and media should be deleted and disposed of properly and incorporated into an organization's shredding or secure media disposal plan. Reports should be generated on a regular basis, including error reporting and anomaly detection trending.  
   **More Information**: *https://www.owasp.org/index.php/Logging\_Cheat\_Sheet*
6. All logging components should be synced with a timeserver so that all logging can be consolidated effectively without latency errors. This time server should be hardened and should not provide any other services to the network.  
   **More Information**: *https://www.owasp.org/index.php/Logging\_Cheat\_Sheet*

# Glossary

Most definitions are taken from: *http://www.sans.org/security-resources/glossary-of-terms/*

**Access Control** is the degree to which the system limits access to its resources only to its authorized externals (e.g., human users, programs, processes, devices, or other systems).

**Access Control List:** see ACL.

**Access Control Service** is a security service that provides protection of system resources against unauthorized access. The two basic mechanisms for implementing this service are ACLs and tickets.

**ACL:** A mechanism that implements access control for a system resource by listing the identities of the system entities that are permitted to access the resource.

**Advanced Encryption Standard (AES):** a symmetric encryption algorithm.

**Asset:** anything of value that should be protected from harm. Assets can be people, properties (e.g., data, hardware, software, and facilities), and services.

**Asymmetric Cryptography**: Public-key cryptography; A modern branch of cryptography in which the algorithms employ a pair of keys (a public key and a private key) and use a different component of the pair for different steps of the algorithm.

**Attack** is an attacker’s unauthorized attempt to cause harm to an asset (i.e., violate the security of the system, bypass security mechanisms). An attack may be either successful or unsuccessful.

**Attacker** is an agent (e.g., humans, programs, processes, devices, or other systems) that causes an attack due to the desire to cause harm to an asset.

**Availability:** The probability that an item will operate satisfactorily at a given point in time when used in an actual or realistic operating and support environment. It includes logistics time, ready time, and waiting or administrative downtime, and both preventive and corrective maintenance downtime.

**Authentication** establishes the identity of a remote user or an entity. A typical example is the SSL certificate of a web server providing proof to the user that he or she is connected to the correct server.

**Authentication Service**: A service that offers authentication controls to applications or servers.

**Authorization** is the degree to which access and usage privileges of authenticated externals are properly granted and enforced.

**Brute force** is a cryptanalysis technique or other kind of attack method involving an exhaustive procedure that tries all possibilities, one-by-one.

**Canonicalization[[2]](#footnote-2):** is a process for converting [data](http://en.wikipedia.org/wiki/Data) that has more than one possible representation into a standard, normal, or [canonical form](http://en.wikipedia.org/wiki/Canonical_form). This can be done to compare different representations for equivalence, to count the number of distinct data structures, to improve the efficiency of various [algorithms](http://en.wikipedia.org/wiki/Algorithm) by eliminating repeated calculations, or to make it possible to impose a meaningful [sorting](http://en.wikipedia.org/wiki/Sorting) order.

**Client:** A system entity that requests and uses a service provided by another system entity, called a "server." In some cases, the server may itself be a client of some other server.

**Confidentiality:** the degree to which sensitive information is not disclosed to unauthorized parties (e.g., individuals, programs, processes, devices, or other systems).

**Dictionary Attack**: An attack that tries all of the phrases or words in a dictionary, trying to crack a password or key. A dictionary attack uses a predefined list of words compared to a brute force attack that tries all possible combinations.

**Diffie-Hellman:** A key agreement algorithm published in 1976 by Whitfield Diffie and Martin Hellman. Diffie-Hellman does key establishment, not encryption. However, the key that it produces may be used for encryption, for further key management operations, or for any other cryptography.

**Digital Signature:** A digital signature is a hash of a message that uniquely identifies the sender of the message and proves the message hasn't changed since transmission

**Direct Authentication:**

**Encryption:** Cryptographic transformation of data (called "plaintext") into a form (called "cipher text") that conceals the data's original meaning to prevent it from being known or used.

**Hash:** the output of a hash function.

**Hash function**: are used to generate a one way "check sum" for a larger text, which is not trivially reversed. The result of this hash function can be used to validate if a larger file has been altered, without having to compare the larger files to each other. Frequently used hash functions are MD5 and SHA1.

**Harm:** is a negative impact associated with an asset due to an attack.

**HTTP[[3]](#footnote-3)**: The Hypertext Transfer Protocol (HTTP) is an [application protocol](http://en.wikipedia.org/wiki/Application_protocol) for distributed, collaborative, [hypermedia](http://en.wikipedia.org/wiki/Hypermedia) information systems. HTTP is the foundation of data communication for the [World Wide Web](http://en.wikipedia.org/wiki/World_Wide_Web).

**HTTPS**: When used in the first part of a URL (the part that precedes the colon and specifies an access scheme or protocol), this term specifies the use of HTTP enhanced by a security mechanism, which is usually SSL/TLS.

**Identity:** Identity is whom someone or what something is, for example, the name by which something is known.

**Input Validation[[4]](#footnote-4)**: is the process of ensuring that a program operates on clean, correct and useful data. It uses routines, often called [validation rules](http://en.wikipedia.org/wiki/Validation_rule) that check for correctness, meaningfulness, and security of data that are input to the system. The rules may be implemented through the automated facilities of a [data dictionary](http://en.wikipedia.org/wiki/Data_dictionary), or by the inclusion of explicit [application program](http://en.wikipedia.org/wiki/Application_program) validation logic.

**Integrity:** the need to ensure that information has not been changed accidentally or deliberately, and that it is accurate and complete.

**Key Exchange Algorithms:** enables a party to safely exchange encryption keys with an unknown party.

**Message authentication Codes (MAC):** MAC algorithms are used to authenticate a message exchanged between two entities. HMAC or CMAC are common examples of MAC algorithms.

**Nonrepudiation** is the degree to which a party to an interaction (e.g., message, transaction, transmission of data) is prevented from successfully repudiating (i.e., denying) any aspect of the interaction.

**RBAC**: Role based access control assigns users to roles based on their organizational functions and determines authorization based on those roles.

**Response**: information sent as a response to some stimulus.

**Risk**: the product of the level of threat with the level of vulnerability. It establishes the likelihood of a successful attack.

**Role Based Access Control**: see RBAC.

**Salt**: A fixed-length (32 to 64 bit) cryptographically-strong random value.

**Security** is the degree to which malicious harm to a valuable asset is prevented, reduced, and properly responded to. Security is thus the quality factor that signifies the degree to which valuable assets are protected from significant threats posed by malicious attackers.

**Security Mechanism** (a.k.a., countermeasure) is an architectural mechanism (i.e., strategic decision) that helps fulfill one or more security requirements and/or reduces one or more security vulnerabilities. Security mechanisms can be implemented as some combination of hardware or software components, manual procedures, training, etc.

**Security Requirement** is a quality requirement that specifies a required amount of security (actually a quality subfactor of security) in terms of a system-specific criterion and a minimum level of an associated quality measure that is necessary to meet one or more security policies.

**Security Vulnerability** is any weakness in the system that increases the likelihood of a successful attack (i.e., cause harm).

**Sensitive Transaction** is a transaction that either directly manipulates sensitive data or accesses sensitive business functionality. The exact meaning of sensitive is application-specific and thus out-of-scope for this document. Examples of sensitive transactions include application functionality that reads or modifies non-public personally identifiable information (NPPI) such as patient information and healthcare programs data, functionality that modifies access control information such as user roles or permissions, and functionality that handles payment transactions.

**Server:** system entity that provides a service in response to requests from other system entities called clients.

**Session:** a sequence of request and response transactions.

**Session ID:** token to identify a session.

**SQL Injection:** SQL injection is a type of input validation attack specific to database-driven applications where SQL code is inserted into application queries to manipulate the database.

**Symmetric Cryptography:** A branch of cryptography involving algorithms that use the same key for two different steps of the algorithm (such as encryption and decryption, or signature creation and signature verification). Symmetric cryptography is sometimes called "secret-key cryptography" (versus public-key cryptography) because the entities that share the key.

**Threat**: A potential for violation of security, which exists when there is a circumstance, capability, action, or event that could breach security and cause harm.

**Virtual Private Network**: see VPN.

**VPN**: A restricted-use, logical (i.e., artificial or simulated) computer network that is constructed from the system resources of a relatively public, physical (i.e., real) network (such as the Internet), often by using encryption (located at hosts or gateways), and often by tunneling links of the virtual network across the real network. For example, if a corporation has LANs at several different sites, each connected to the Internet by a firewall, the corporation could create a VPN by (a) using encrypted tunnels to connect from firewall to firewall across the Internet and (b) not allowing any other traffic through the firewalls. A VPN is generally less expensive to build and operate than a dedicated real network, because the virtual network shares the cost of system resources with other users of the real network.

1. Ferraiolo, D.F. and Kuhn, D.R. (October 1992). “Role-Based Access Control”. 15th National Computer Security Conference. pp 554-563. [↑](#footnote-ref-1)
2. http://en.wikipedia.org/wiki/Canonicalization [↑](#footnote-ref-2)
3. http://en.wikipedia.org/wiki/Hypertext\_Transfer\_Protocol [↑](#footnote-ref-3)
4. http://en.wikipedia.org/wiki/Data\_validation [↑](#footnote-ref-4)